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Department-wide Systems and Capital Investments Program

Program Summary by Appropriations Account
(Dollars in thousands)

Appropriation
FY 2006 FY 2007 FY 2008

Enacted President’s 
Budget CR-rate President’s 

Budget
$ Change  

over CR-rate
% Change 

over CR-rate
Department-wide Systems and Capital Investments Program $24,168 $34,032 $24,046 $18,710 ($5,336) (22 .2%)
  Department-wide Systems and Capital Investments Program 24,168 34,032 24,046 18,710 (5,336) (22 .2%)
Subtotal, Department-wide Systems and Capital Investments Program $24,168 $34,032 $24,046 $18,710 ($5,336) (22 .2%)
Total Program Operating Level $24,168 $34,032 $24,046 $18,710 ($5,336) (22 .2%)

DSCIP Funding History 
[Dollars in Thousands]
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Explanation of Request

The FY 2008 Pres�dent’s Budget request for the 
Department-w�de Systems and Cap�tal Investments 
Program (DSCIP) �s $�8,7�0,000 �n d�rect 
appropr�at�ons.  Th�s account �s author�zed to be used 
by or on behalf of Treasury Department’s bureaus, 
at the Secretary’s d�scret�on, to modern�ze bus�ness 
processes and �ncrease effic�ency through technology 
�nvestments.  Cont�nu�ng �nvestments �nclude the 
Enterpr�se Arch�tecture, D�saster Recovery (DR) 
capac�ty, Integrated W�reless Network, Enterpr�se 
Content Management, Cyber Secur�ty Cr�t�cal 
Infrastructure Protect�on (CIP), Cyber Secur�ty 
Informat�on Secur�ty, Treasury Secure Data Network 
(TSDN) and E-Government �n�t�at�ves.  

Enterprise Content Management:  Develop�ng 
a Department-w�de ECM system �s a cr�t�cal 
component to �mprov�ng the work processes and 
product�v�ty of the Department. The �n�t�at�ve 
w�ll establ�sh a p�lot ECM project that al�gns w�th 
Government-w�de �n�t�at�ves, promotes common 
standards across the Treasury Department, and 
pos�t�ons the Department of the Treasury for an 
enterpr�se-w�de ECM system.

Cyber Security Assurance:  Ensur�ng the 
Department of the Treasury �s able to protect �ts 
cr�t�cal �nfrastructure/key resources from attack, to 
address cyber secur�ty weaknesses, and to prov�de a 
Department-w�de capab�l�ty for real t�me assessment 
of secur�ty posture and alerts to threats that w�ll 
promote m�ss�on assurance.

Disaster Recovery Capabilities:  Th�s upgrade �s 
cr�t�cal to ensure the stab�l�ty of essent�al operat�ons 
of the Department of the Treasury �n the event of 
an emergency.  The upgrade w�ll enable the Treasury 

Department’s �nformat�on technology �nfrastructure 
to recover �n the event of a d�saster or major  
serv�ce fa�lure.    

Implementation of E-Government Initiatives:  
The Pres�dent’s Management Agenda (PMA) and E-
Government �n�t�at�ves dr�ve the Treasury Department 
to �dent�fy opportun�t�es to leverage ex�st�ng systems 
and serv�ces �n order to reduce costs and dupl�cat�on 
w�th�n the Department of the Treasury and across 
government.  The Treasury Department cont�nues to 
rev�ew and mon�tor projects targeted for m�grat�on 
and eventual shut-down.

Purpose of Program

Mission:
The Department-w�de Systems and Cap�tal 
Investments Program (DSCIP) �s author�zed to 
be used by or on behalf of Treasury Department 
bureaus, at the Secretary’s d�scret�on, to modern�ze 
bus�ness processes and �ncrease effic�ency through  
technology �nvestments.

The Treasury Department has made s�gn�f�cant 
progress �n key �n�t�at�ves under the DSCIP program.  
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H�ghl�ghts of these accompl�shments �nclude:

Treasury Foreign Intelligence Network (TFIN):  
The TFIN was stab�l�zed �n FY 2006 and the 
development of the enhanced analyt�cal capab�l�ty 
has begun.  The modern�zat�on of th�s system �s on 
schedule and on budget. 

Cyber Security - Critical Infrastructure Protection 
(CIP):  Homeland Secur�ty Pres�dent�al D�rect�ve 
7 (HSPD-7) requ�res that federal agenc�es �dent�fy, 
pr�or�t�ze, and determ�ne the �nterdependenc�es of 
cr�t�cal assets �n order to prov�de an appropr�ate 
level of cyber and phys�cal asset protect�on.  The 
Department of the Treasury completed the Project 
Matr�x Refresh effort, an assessment and evaluat�on of 
the Treasury Department’s cr�t�cal cyber and phys�cal 
assets and key resources. 

E-Government Initiatives:  The Department of 
the Treasury funds �2 of the 25 E-Government 
�n�t�at�ves and s�x of the n�ne E-Government L�nes 
of Bus�ness.  The Treasury Department has worked 
d�l�gently w�th the Manag�ng Partners of the 
Pres�dent�al E-Government �n�t�at�ves and completed 
all requ�red Memoranda of Understand�ng w�th other 
federal agenc�es by March 30, 2006.  By fac�l�tat�ng 
d�scuss�ons between Departmental E-Government 
representat�ves and the federal Manag�ng Partners, 

Treasury-w�de coord�nat�on has �mproved and 
trans�t�on act�v�t�es have begun to �dent�fy and 
el�m�nate dupl�cat�ve systems.  The Treasury 
Department has also taken a s�gn�ficant leadersh�p 
role w�th�n the Budget Formulat�on and Execut�on 
L�ne of Bus�ness by mak�ng the Budget Formulat�on 
and Execut�on Manager toolset ava�lable on a mult�-
agency bas�s.  

FY 2008 Budget Adjustments

FY 2007 President’s Budget
The FY 2007 Pres�dent’s Budget request for DSCIP 
�s $34,032,000.

Adjustments
CR-rate Adjustment -$9,986,000 / +0 FTE  Adjustment 
from the FY 2007 Pres�dent’s Budget to reach the 
FY 2007 Cont�nu�ng Resolut�on annual�zed rate  
(CR-rate).

Non-Recurring Costs
DSCIP Base -$18,946,000 / +0 FTE DSCIP �s a 
non-recurr�ng, zero-based budget.

Transfers Out
CIP Transfer to Departmental Offices S&E -$2,100,000 
/ +0 FTE Homeland Secur�ty Pres�dent�al D�rect�ve 
7 (HSPD-7) requ�res that federal agenc�es �dent�fy, 
pr�or�t�ze and determ�ne the �nterdependenc�es of 
cr�t�cal assets �n order to prov�de an appropr�ate 
level of protect�on.  S�nce the project has been 
fully developed and �s �n steady state, th�s request 
represents the transfer of CIP from DSCIP to 
Econom�c Pol�cy.

TFIN - Operations and Maintenance -$3,000,000 / 
+0 FTE Operat�ons and Ma�ntenance fund�ng for 
the Treasury Fore�gn Intell�gence Network (TFIN) 
system �s now �ncluded �n the Salar�es and Expenses 
budget for the Departmental Offices.

Program Increases
Enterprise Content Management +$6,000,000 / +0 
FTE Fund�ng for Enterpr�se Content Management 
(ECM) w�ll be used to �mplement a p�lot enterpr�se-
w�de ECM project, wh�ch w�ll address the cr�t�cal 
and urgent bus�ness needs of the Office of Fore�gn 
Asset Control (OFAC) and the F�nanc�al Cr�mes 
Enforcement Network (F�nCEN), both of wh�ch are 
struggl�ng under an �ncreas�ngly burdensome paper-

DSCIP FY 2008 Budget Highlights
(Dollars in thousands)

Appropriation Amount

FY 2006 Enacted $24,168
FY 2007 President’s Budget $34,032
      CR-rate Adjustment (9,986)
FY 2007 CR-rate $24,046
  Changes to base: 
    Non-Recurring Costs: ($18,946)
      DSCIP Base (18,946)
    Transfers Out: ($5,100)
      CIP Transfer to Departmental Offices S&E (2,100)
      TFIN - Operations and Maintenance (3,000)
  Subtotal FY 2008 Changes to Base ($24,046)
FY 2008 Base $0
  Program Changes: 
    Program Increases: $18,710
      Cyber Security - CIP 400
      Cyber Security - Information Security 1,844
      E-Government  Enterprise Architecture 300
      E-Government Initiatives 2,166
      Enterprise Content Management 6,000
      Integrated Wireless Network 2,000
      Treasury Back-up Disaster Recovery 4,000
      Treasury Secure Data Network 2,000
  Subtotal FY 2008 Program Changes $18,710
Total FY 2008 President’s Budget $18,710
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based system of operat�ons.  Th�s approach to ECM 
w�ll m�n�m�ze dupl�cat�on of effort and �nfrastructure 
�nvestments by cap�tal�z�ng on Department and 
government-w�de efforts. 

Cyber Security - CIP +$400,000 / +0 FTE Cyber 
Secur�ty – Cr�t�cal Infrastructure Protect�on funds 
support the d�rect protect�on of des�gnated Treasury 
Department Cr�t�cal Infrastructure / Key Resources 
aga�nst terror�st act�v�ty.  

Cyber Security - Information Security +$1,844,000 / +0 
FTE  Th�s �n�t�at�ve w�ll strengthen the Department of 
the Treasury’s �nformat�on secur�ty programs, thereby 
�mprov�ng compl�ance w�th the Federal Informat�on 
Secur�ty Management Act (FISMA).

E-Government Enterprise Architecture +$300,000 / 
+0 FTE Fund�ng w�ll allow for the development of 
the Treasury Department’s Enterpr�se Repos�tory 
(ER), a component of Enterpr�se Arch�tecture (EA) 
�nformat�on used for the model�ng and analyt�c 
development of Department of the Treasury bus�ness 
processes and support�ng technology.

E-Government Initiatives +$2,166,000 / +0 
FTE Fund�ng supports the development and 
�mplementat�on of needs assessments, funct�onal 
requ�rements, and �mplementat�on of appl�cable E-
Government �n�t�at�ves. 

Integrated Wireless Network +$2,000,000 / +0 FTE 
Th�s �nvestment w�ll enable the Treasury Department 
to part�c�pate �n the Integrated W�reless Network 
(IWN) as well as cont�nue to upgrade ex�st�ng land-
mob�le-rad�o equ�pment.

Treasury Back-up Disaster Recovery +$4,000,000 / +0 
FTE  Fund�ng prov�des for server �nfrastructure and 
Storage Area Network (SAN) upgrades and serv�ces 
to fac�l�tate d�saster recovery bus�ness solut�ons.

Treasury Secure Data Network +$2,000,000 / +0 
FTE Fund�ng prov�des for the stab�l�zat�on and 
enhancement to the Treasury Secure Data Network 
(TSDN), a class�fied system that �s cr�t�cal to Treasury’s 
expand�ng financ�al �ntell�gence m�ss�on. 

Explanation of Budget Activities

Department-wide Systems and Capital 
Investments Program ($18,710,000 from direct 
appropriations) 
Enterprise Content Management +$6,000,000 / +0 
FTE Th�s fund�ng w�ll enable the Department of 
the Treasury to �mplement a p�lot enterpr�se-w�de 
Enterpr�se Content Management (ECM) solut�on 
for the Department, �n�t�ally meet�ng the bus�ness 
requ�rements of the Office of Fore�gn Assets Control 
(OFAC) and the F�nanc�al Cr�mes Enforcement 
Network (F�nCEN).  The Department of Treasury 
processes a mass�ve volume of files and data, much 
of wh�ch �s subject to statutory/regulatory handl�ng 
requ�rements, and subsequently has an urgent need 
for an enterpr�se-w�de approach to an ECM system 
to m�n�m�ze dupl�cat�on of effort and �nfrastructure 
�nvestments to address workflow, document and 
case management, and report�ng �ssues.  The 
enterpr�se-w�de approach, under the overs�ght 
of the Treasury Department’s Ch�ef Informat�on 
Officer, w�ll ensure that all Department-w�de ECM 
efforts map to cons�stent standards, are al�gned 
w�th related government-w�de �n�t�at�ves, and 
leverage commonal�t�es �n requ�rements among 
Treasury Department components, thereby ach�ev�ng 
econom�es of scale and effic�enc�es �n �nformat�on 
shar�ng.

Cyber Security - CIP +$400,000 / +0 FTE In 
accordance w�th HSPD-7, th�s �n�t�at�ve supports 
the d�rect protect�on of des�gnated Treasury Cr�t�cal 
Infrastructure/ Key Resources (CI/KR) aga�nst terror�st 
act�v�ty.  The offic�al Treasury l�st of des�gnated CI/KR 
was s�gned by the Ass�stant Secretary for Management 
�n January 2006.   Increased r�sks to these systems 
and networks are attr�butable to the enormous 
growth �n �nteroperab�l�ty and connect�v�ty, and 
have been des�gnated by the Office of Management 
and Budget (OMB) to be protected �n accordance 
w�th NIST gu�dance (FIPS-�99 H�gh).  These assets 
requ�re the h�ghest level of protect�on �n order to 
prov�de for meet�ng the most cr�t�cal funct�ons of 
the Department of the Treasury and �n prov�d�ng the 
h�ghest level of confidence to the general publ�c and 
Congress for the U.S. Government’s comm�tment 
to the bank�ng and finance sector.  Th�s �n�t�at�ve �s 
essent�al for the Treasury Department and �ts bureaus 
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to respond effect�vely to the potent�ally deb�l�tat�ng 
�mpact of an attack on �ts cr�t�cal �nfrastructures from 
both cyber and phys�cal threats.  Th�s �n�t�at�ve w�ll 
support the Treasury Department’s pol�cy, gu�dance, 
and overs�ght act�v�t�es necessary for the protect�on 
of these assets.

Cyber Security - Information Security +$1,844,000 
/ +0 FTE The Cyber Secur�ty Program performs 
a cr�t�cal funct�on �n protect�ng the �ntegr�ty and 
adequacy of the defense of Treasury Department 
systems and �nformat�on.  FY 2008 fund�ng �s 
requested to cont�nue strengthen�ng the Treasury 
Department’s �nformat�on secur�ty programs, thereby 
�mprov�ng compl�ance w�th the Federal Informat�on 
Secur�ty Management Act (FISMA) and related 
Federal �nformat�on secur�ty pol�c�es and gu�dance.  
These efforts w�ll also address the �nformat�on 
secur�ty challenge �dent�f�ed by the Inspector 
General (IG).  In last year’s FISMA report, the IG 
stated, “[t]he Department faces ser�ous challenges 
�n br�ng�ng �ts systems �nto compl�ance w�th 
�nformat�on technology secur�ty pol�c�es, procedures, 
standards and gu�del�nes.”  The IG cont�nued, 
“the Department has s�gn�f�cant def�c�enc�es �n 
�nformat�on secur�ty that const�tutes substant�al 
non-compl�ance w�th the FISMA requ�rements.”  
The �n�t�at�ves that w�ll be supported for th�s 
proposal �nclude �dent�fy�ng, track�ng, and address�ng 
cyber secur�ty weaknesses; operat�ng the Treasury 
Computer Secur�ty Inc�dent Response Capab�l�ty 
to meet Department of Homeland Secur�ty, OMB, 
and FISMA requ�rements; develop�ng enhanced 
secur�ty pol�cy for departmental systems �n response 
to evolv�ng threats and technolog�cal developments; 
and conduct�ng the Department’s  annual  
FISMA rev�ew.

E-Government  Enterprise Architecture +$300,000 
/ +0 FTE Th�s fund�ng �s for development of the 
Treasury Enterpr�se Repos�tory (ER), a component 
of Enterpr�se Arch�tecture (EA) �nformat�on used 
for the model�ng and analyt�c development of 
the Treasury Department’s bus�ness processes and 
support�ng technology.  The EA repos�tory w�ll 
prov�de the Treasury Department’s users w�th the 
capab�l�ty to store, retr�eve, and d�splay relevant 
bus�ness and Informat�on Technology-related data 
�n a myr�ad of v�ews to address the needs of d�fferent 

organ�zat�onal components.  These v�ews allow users 
to assess processes and Informat�on Technology 
�nfrastructure and systems, and to ascerta�n how to 
restructure those processes and systems to �ncrease 
organ�zat�onal effic�ency and effect�veness.  The ER 
allows Treasury-w�de EA �nformat�on for each of 
the sub-arch�tecture levels to be captured centrally. 
Each Treasury Department bureau �s configured to 
�nterface w�th the EA tool, wh�ch allows �mmed�ate 
access to current �nformat�on across the Department 
of the Treasury. 

E-Government Initiatives +$2,166,000 / +0 FTE  
Th�s fund�ng prov�des for the development and 
�mplementat�on of needs assessments, funct�onal 
requ�rements, and �mplementat�on of appl�cable 
E-Government �n�t�at�ves.  The Off�ce of the 
Ch�ef Informat�on Off�cer (OCIO) prov�des 
program management overs�ght and departmental 
coord�nat�on for each of the �n�t�at�ves, assur�ng 
compl�ance by all bureaus.  If not funded, the 
Treasury Department w�ll be at r�sk of not meet�ng 
the mandates of the E-Government component of 
the Pres�dent’s Management Agenda (PMA). Th�s 
fund�ng w�ll enable the Treasury Department to 
cont�nue to meet the �mplementat�on m�lestones �n 
the OMB-approved E-Government Implementat�on 
Plan, pos�t�vely �mpact�ng the Department of the 
Treasury’s ab�l�ty to ach�eve a “Green” rat�ng for the 
expand�ng E-Government �n�t�at�ves of the PMA.

Integrated Wireless Network +$2,000,000 / +0 FTE   Th�s 
�nvestment w�ll enable the Treasury Department to 
part�c�pate �n the Integrated W�reless Network (IWN) 
as well as cont�nue to upgrade ex�st�ng land-mob�le-
rad�o equ�pment.  The new equ�pment acqu�red 
w�ll be based on the Project-25 su�te of standards 
for publ�c safety commun�cat�ons, wh�ch supports 
law enforcement, first responders, and homeland 
secur�ty requ�rements w�th �ntegrated commun�cat�on 
serv�ces (vo�ce, data, and mult�med�a) �n a w�reless 
env�ronment.  The Department of the Treasury rel�es 
on these systems to accompl�sh �ts m�ss�on, wh�ch 
�ncludes agent safety, �nvest�gat�ons, surve�llance, 
and fac�l�ty protect�on and secur�ty.  Fund�ng w�ll 
make �t poss�ble for the Treasury Department to meet 
the Nat�onal Telecommun�cat�ons and Informat�on 
Adm�n�strat�on (NTIA) narrow band�ng mandate, 
Nat�onal Inst�tute of Standards and Technology 
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(NIST) secur�ty standards for Advanced Encrypt�on 
Standards, and the Assoc�at�on of Publ�c Safety 
Commun�cat�ons Offic�als Project 25 standards for 
publ�c safety d�g�tal rad�o.

Treasury Back-up Disaster Recovery +$4,000,000 / +0 
FTE   The d�saster recovery s�te for the Departmental 
Offices (DO) does not prov�de the capab�l�ty to run 
many m�ss�on-cr�t�cal appl�cat�ons.  Cont�nu�ty of 
Operat�ons Plan (COOP) exerc�ses have demonstrated 
that the current capab�l�ty of the d�saster recovery s�te 
does not meet the d�saster scenar�o requ�rements of 
offices such as the Office of the Secretary, Office of 
Terror�sm and F�nanc�al Intell�gence (TFI), and the 
Office of Domest�c F�nance.  Fund�ng �s requ�red to 
prov�de server �nfrastructure and storage area network 
(SAN) upgrades and serv�ces to fac�l�tate d�saster 
recovery bus�ness solut�ons for DO.  These upgrades 
w�ll enable DO to meet cr�t�cal requ�rements �n the 
event of a d�saster.  

Treasury Secure Data Network +$2,000,000 / +0 FTE  
The Treasury Secure Data Network (TSDN) �s the 

computer and network �nfrastructure that enables the 
commun�cat�on and d�str�but�on of class�fied (Secret 
level) �nformat�on to over 400 Departmental Offices 
and bureau users.  TSDN also prov�des Treasury users 
w�th access to the Secret Internet Protocol Router 
Network (SPIRNET) and the Department of Defense 
class�fied commun�cat�ons network.  Th�s access �s 
v�tal to ensur�ng TFI and �ts components (Office of 
Fore�gn Assets Control and Office of Intell�gence and 
Analys�s), F�nCEN, and Internal Revenue Serv�ce 
Cr�m�nal Invest�gat�ons can commun�cate effect�vely 
w�th colleagues �n the law enforcement, Defense, and 
State Department commun�t�es.  Treasury’s expand�ng 
role �n financ�al �ntell�gence has s�gn�ficantly �ncreased 
the demand for TSDN seats and serv�ces; however, 
TSDN rema�ns an out-of-date and unstable system. 
Th�s fund�ng w�ll allow for the cont�nued stab�l�zat�on 
and enhancement of the system to meet the grow�ng 
user demand.

Legislative Proposals

DSCIP has no leg�slat�ve proposals for FY 2008.   
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